
Leto Analytics Privacy Policy

Leto is dedicated to collecting useful information on IPFS content while preserving user privacy.
This policy outlines our data handling practices and your rights. For any questions or concerns
please feel free to contact us at admin@galaxyx.io.

Data Collection and Use:

For Leto Analytics customers and subscribers.
To create an account with Leto, a user signs in with their email. This allows a user to login,
personalize their account, and upgrade to Leto Pro or Business. A user email address, and
payment information are collected to process a payment. We use Stripe as our Third party
payment processor to ensure security and ease of use. We do not process sensitive personal
information. An email address and payment info are the only information a user must provide in
order to use Leto.

Leto may provide you with the option to register with us using your existing account details, like
your Google, Facebook, Twitter, or other social media account. If you choose to register in this
way, we will collect the information necessary to complete the request.

Please note that we do not control, and are not responsible for, other uses of your personal
information by your third-party providers. We recommend that you review their privacy notice to
understand how they collect, use, and share your personal information, and how you can set
your privacy preferences on their sites and apps.

All personal information that you provide to us must be true, complete, and accurate, and you
must notify us of any changes to such personal information.

Data Handling:
Data is processed and stored securely, adhering to best practices in data security. We process
your information to provide, improve, and administer our Services, communicate with you, for
security and fraud prevention, and to comply with law. We may also process your information for
other purposes with your consent. We process your information only when we have a valid legal
reason to do so.

Leto implements organizational and technical processes and procedures to protect your
personal information. We have implemented appropriate and reasonable technical and security
measures designed to protect the security of any personal information we process. Although we
will do our best to protect your personal information, transmission of personal information to and
from our Services is at your own risk. No electronic transmission over the internet or information



storage technology can be guaranteed to be 100% secure, so we cannot promise or guarantee
that hackers, cybercriminals, or other third parties will not be able to defeat our security and
improperly collect, access, steal, or modify your information. You should only access the
Services within a secure environment.

User Rights:
Users have rights to access, rectify, and delete their data. We may process your information if
you have given us specific permission to use your personal information for a specific purpose..
You can withdraw your consent at any time.

Depending on where you are located geographically, the applicable privacy law may mean you
have certain rights regarding your personal information. We will consider and act upon any
request in accordance with applicable data protection laws.

In some regions, such as the European Economic Area (EEA), United Kingdom (UK), and
Canada, you have rights that allow you greater access to and control over your personal
information. You may review, change, or terminate your account at any time. In some regions
like the EEA, UK, and Canada, you have certain rights under applicable data protection laws.
These may include the right (i) to request access and obtain a copy of your personal
information, (ii) to request rectification or erasure; (iii) to restrict the processing of your personal
information; and (iv) if applicable, to data portability. In certain circumstances, you may also
have the right to object to the processing of your personal information. You can make such a
request by contacting us at admin@galaxyx.io.

If you are located in the EEA or UK and you believe we are unlawfully processing your personal
information, you also have the right to complain to your local data protection supervisory
authority. You can find their contact details here: "https://ec.europa.eu/justice/data-protection. If
you are located in Switzerland, the contact details for the data protection authorities are
available here: href="https://www.edoeb.admin.ch/edoeb/en/.

Data Retention:
Data is retained as necessary for service provision and legal compliance. We will also retain and
use this information as necessary for the purposes set out in this policy and to the extent
necessary to comply with our legal obligations, resolve disputes, enforce our agreements and
protect Leto’s legal rights.

Analytics data generated by a Leto user is saved indefinitely unless previously agreed upon with
the Leto user. User data (email, payment info, etc.) can be deleted upon request. Contact us for
easy data deletion or account closure.
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When we have no ongoing legitimate business need to process your personal information, we
will either delete or anonymize such information, or, if this is not possible (for example, because
your personal information has been stored in backup archives), then we will securely store your
personal information and isolate it from any further processing until deletion is possible.

Policy Updates:
This policy may have regular updates to reflect changes in practices or legal requirements.
Users will be notified of significant changes through appropriate channels.

Contact Information:
For privacy-related inquiries and concerns contact admin@galaxyx.io.
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